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Abstract
Background/Objectives: Nowadays, Mobile Opportunistic Networks (MONs) are counted as one of the most interesting 
development of MANETs. In MONs, forwarding messages through mobile nodes is a big challenging research problem. 
Methods/Analysis: In this study, an optimization technique that based on a Genetic Algorithm (GA) is proposed. It is 
oriented towards solving most issues faced in Delay/Disruption Tolerant Network (DTN) routing such as there is no end to 
end connectivity between nodes, long delay for transmission message in path, congestion during sending the message and 
more. Findings: The proposed technique outperforms the other state-of-art methods regarding to delivery ratio, message 
transmission delay and message overhead ratio. Application/Improvements: Compared to the state-of art methods, 
the results show that our proposed algorithm has a better performance in terms of message delivery ratio and message 
transmission delay, and message overhead ratio. 

1. Introduction
Mobile Opportunistic Network (MON) is a category of ad 
hoc network, its sensors are either mobile nodes (mobile 
devices, cell phone) or fixed nodes (that is placed in loca-
tion such as the affected area). Suddenly, if any disaster 
happens all over the world, the infrastructure communi-
cation is sustainable to be destroyed or fall down. Since the 
primary requirement during the disaster is the effective 
communication, message of details about the situation 
should be transferred between the source and destination. 
Delay/Disruption Tolerant Network (DTN) is required 
for supporting such communication between nodes. It 
is designed especially for supporting the distribution or 
less efficient of delivering message. DTN based on store 
and forward mechanism where the node moves/forward 
message stored in their memory once an opportunity 
appeared. By the way, the MON is a type of DTN1-3. Nodes 
have not any knowledge about either the time they will 

contact neither another node nor which node it will be in 
the contact list. Routing between sender and destination 
of message are built dynamically and, in that communica-
tion, any possible node can opportunistically be used as 
next hop. Consequently, the message will be closer to the 
final destination. Dependently, forwarding data in MONs 
is a big challenging research area4. Inside MONs, mobile 
nodes could communicate with each other regardless of 
the existence or absence of the end to end path. The next 
hop could be any possible node able to forward the mes-
sage towards to the final destination5.

In realistic disaster while the network connectivity 
is intermittent and infrastructure damaged, MONs help 
transfer messages (using mobile devices) between the 
people in disaster area and destination. The destination 
is gathering all the information relative to the disaster 
carried through the people around the disaster area. The 
gathering process is done by sending text, photos, audio, 
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and video messages. Network topology is formed using 
Mobile devices which is the main core of the communica-
tion platform3,6. 

On the other side, routing such information of the 
disaster must be done in real time with a high accuracy 
as much as possible. Routing is used to send the message 
between nodes towards destination. It comprises of two 
main components: 1. a way discovery to destination, and 
2. determination of the next hop for helpers. Therefore, 
the message will be buffered for a long time waiting for 
opportunity to route the data closer to destination.

Routing in DTN depends on the selection of opti-
mized way for sending the message between sender 
and destination. The major objective of selection is the 
message delivery ratio. There are many different rout-
ing algorithms appeared in research area to improve the 
optimization. We will present some of them and com-
paring with our proposed algorithm7. Epidemic routing 
protocol8 is depending on extremely basic idea of repeat-
ing every message stored in a node to all nodes it the 
contact area to ensure that the destination will receive 
this message, but it produces congestion and need huge 
bandwidth and buffer. In the other side this protocol has 
a higher probability for deliver message. Prophet rout-
ing protocol9 uses an algorithm based on encounters to 
determine how likely each node to deliver message to 
destination is. Node stored probability and exchanged 
with other nodes when they meet. Messages forwarded 
only to another node that have higher delivery probabil-
ity. Even if this protocol improves the performance of 
network but it acts like Epidemic. Max Prop routing pro-
tocol10 is a flooding-based routing which mean that there 
is a multiple message waiting for opportunity to send to 
the destination, Max Prop determining which messages 
should be transmitted first and which messages should be 
dropped first. SAW11 splashing pattern by restricting the 
quantity of message duplicates sent.

In this study, a proposed routing algorithm based on 
GA is presented to fix some issues that face other state-of-
art routing algorithms. Our proposed technique depends 
on a GA to produce high degree of optimization. GA is a 
collection of candidate solutions to an optimization prob-
lem is evolved towards better solutions. The algorithm 
helps to define the path which the message should take 
if it will be transferred to the neighbor node. Using the 
benefit of GA with our proposed algorithm for finding 
the optimal path for sending the message from source to 
destination without delay or loss through the network.

The performance of our proposed algorithm outper-
forms other state-of-art Techniques (Epidemic, SAW and 
Max Prop routing algorithms) in terms of delivery ratio, 
message transmission delay and message overhead ratio. 
Since we are looking for the optimization, our proposed 
algorithm, in comparison to other routing algorithms, 
has the best performance in message delivery ratio and 
message transmission delay. In message overhead ratio 
our proposed algorithm has effective performance than 
others state-of-art routing algorithms. 

The rest of the study is organized as follow: Section 
2 provide a brief description of related works. Section 3 
presents the proposed algorithm. Section 4 presents the 
simulation results. Finally, section 5 concludes the con-
clusion and directions for the future work.  

2. Literature Survey
Last few years, many research studies1-3,5,6,10-19 on MONs 
have been published. However, most of these studies 
suffers from high network congestion and have a high 
requirement of network resources. A general overview of 
different simulators that are used in wireless and mobile 
network and a description of their related models could 
be found in14,20.

In13 proposed a viable message transmission tech-
nique by DTN based multi-hop network to avoid the 
failure of network during the disaster, the nodes send the 
message by multi hop technique between nodes. They 
support also vehicle-to-walker communication using 
smart devices. This strategy improves the transmission of 
message during the emergency cases. In16 designed frame 
work for mobile agent that helps any node inside the net-
work to know the distance of other nodes. In other words, 
the proposed mechanism would help a node to know 
the approximate location related of other nodes in the 
system once the location information known to the des-
tination; query response mechanism can be implemented 
using Geographic Routing. In21 also work on the same 
point where they use mobile agents that hold informa-
tion about different cases of other nodes and send it using 
Geographic routing. 

In15 discuss how to design opportunistic routing 
protocols for underwater sensor networks using blocks, 
candidate set selection and candidate coordination 
procedures. Another effort focuses on existing WSN 
simulation frameworks is proposed by12. Their proposal 
could be integrated with real-time hardware prototypes. 
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These simulation frameworks are analyzed and compared 
in order to determine a suitable simulation environment 
that supports specific software packages.

In19 discuss the using of GPS in opportunistic net-
work during emergency cases. They describe the results 
by tracing the emergency cases in fire department for one 
year. In22 reviews the different routing protocols, simula-
tors, network topologies and mobility models that used 
during disaster cases to help the developers to increase 
the performance of this types of network. In6 develop 
routing algorithm for MONs to handle and response the 
disasters by studying the routing problem such as delivery 
ratio of messages, the overhead ratio of messages, and the 
average delay of messages in MONs. In23 provides evacua-
tion support to people in emergences by using Emergency 
Support System (ESS) that uses opportunistic contacts 
between wireless communication devices carried by 
people to send information about the current situation, it 
provide emergency message in order to show the evacua-
tions safety to the exit. 

In7 analysis the performance of routing protocols in 
opportunistic network during the emergency cases. They 
used number of people to show how they act during this 
disaster using the performance routing protocols. In18 
shows a performance evaluation of joint routing in MONs 
using the devices carried by people by specific simulator 
called ONE. 

3. The Proposed Algorithm
MON’s sensors are either mobile nodes (mobile devices, 
cell phone) or fixed nodes (that is placed in location such 
as the affected area). Each oppnet starts from seed node 
(set of nodes that are together at the time of oppnet devel-
opment). It can be a single node. The seed grows into a 
larger network by sending invitations to other nodes such 
as foreign devices, node clusters, or others which are 
able to contact. These nodes called Helpers. Any help-
ers become a member of oppnet have the responsibility 
to invite other nodes. Helpers of oppnet together col-
laborate on achieving the opportunistic network goals. 
Helpers are dynamically expanded to execute all kinds 
of tasks. During the disaster, seed oppnet starts to invite 
other nodes to expand the network. By integrating help-
ers; a seed oppnet grows into an expanded oppnet. Figure 
1 shows a drawing for a presumptive MON.

Figure 1. A presumptive mobile opportunistic network24.

In order to achieve the goals of MONs, it was neces-
sary to test all the available protocols and enhance them 
to interact with the disasters efficiently. During the disas-
ter, the network topology is built according to the nodes 
and the helpers that has been invited which is allocated 
in the area. Such nodes and helpers are working together 
to perform accurate data about the situation to send it to 
the destination. Figure 2 shows a disaster scenario. For 
example, if there is fire appears in one of building, one 
of the helpers sampling rates for temperature and wind 
direction get alarmed. Other helper looks at a public 
area scene with many objects. The message is passed to 
another helper that analyzes it and recognizes one of the 
objects as a mobile device. This mobile device looks for 
another helper to send the collected data. 

Figure 2. A depiction for a disaster scenario.

Sequentially, the message is routed from a person to 
another through their mobile devices until reach to the 
destination which called the fire station and ambulance 
takes its procedures.
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In DTNs, routing can be modeled as an optimization 
problem with the goal of finding the optimal path that will 
be chosen from multi-paths between source and destina-
tion node. A GA is an optimization approach based on 
a population of chromosomes. Algorithm 1 summarized 
the steps of our proposed technique with a population 
size=100. 

Algorithm 1: Evolutionary steps
1: procedure EA(Data)
2:	 N = 100 ;Population size
3:	 pop = generate N valid chromosome using ran-
dom values.
4:	 evaluate(pop)
5:	 while stop condition ≠true do
6:	 pop‘ = evolve(pop/n)
7:	 evaluate(pop‘)
8:	 end while
9:	 Return Best − chromosome
10: end procedure

Initially the valid population of chromosomes is ran-
domly generated. Then, to choose the best chromosomes 
for the next generation, these chromosomes are passed 
to a crossover process, followed by a mutation process.  
Evolutionary mutual information is illustrated in algo-
rithm 2 which evaluate the population through a fitness 
function. Selection, crossover, mutation, and generation 
processes are repeated until a stopping criterion is satis-
fied. The stopping condition is either finding the optimal 
solution (Fitness = 100%) or reaching repetition count.

Algorithm 2: Evolutionary Mutual Information 
1: procedure evaluate(Population)
2:	 fitness List: empty
3:	 for each chromosome c in Population do
4:	 score = fitness(c)
5:	 fitness List.add(score)
6:	 end for
7:	 Return fitnesss List
8: end procedure

In our model, the nodes inside the MON are rep-
resented as gene. Algorithm 3 presents the details of 
crossover operator and mutation operator. The best solu-
tions in general Pop are assigned to Pop1. Thereafter, the 

crossover operator is performed through selecting two 
random solutions A and B from Pop. The new generated 
solutions C and D are assigned to Pop2. Afterwards, the 
mutation is done by mutating every bit in solution c in 
Pop2 according to an elitism ratio er. The new generated 
solution c’ with the original c solution in Pop2. Finally 
both Pop1 and Pop2 are merged into Pop’. 

Algorithm 3: Evolution working steps
1: procedure evolve(Pop)
2:	 N = size(Pop)SS
3:	 // er: default elitism ratio
4:	 ne = er∗N
5:	 nc= (N − ne)/2
6:	 select the best ne solutions in Pop and save 
them in Pop1

7:	 //CROSSOVER OPERATOR
8:	 for c=0 to ncdo:
9:	 randomly select two solutions A and B from 
Pop
10:	 generate C and D by crossover to A and B
11:	 save C and D to Pop2

12:	 end for 13:	 //MUTATION OPERATOR
14:	 for c=0 to ncdo:
15:	 select a solution c from Pop2

16:	 mutate each bit of c and generate a new solu-
tion c‘
17:	 while c‘ ≠ feasible do
18:	 update c‘ with a feasible solution
19:	 end while
20:	 update c with c‘ in Pop2

21:	 end for
22:	 Pop‘ = Pop1 + Pop2

23:	 Return Pop‘
24: end procedure

4. Simulation Results 

4.1 Experiment and Parameters 
Simulation experiments are executed using Net Beans 
IDE over the Opportunistic Network Environment 
(ONE) simulator24,25. Three main state-of-art methods 
namely Epidemic, Maypop, and SAW are used in the 
experiment beside our proposed algorithm. The total 
number of nodes in the network is 124. The whole simu-
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lation time is 45,000 seconds and the initialization time is 
1800 seconds. Table 1 presents a description for the simu-
lation parameters used in the experiment.

Table 1. Simulation parameters

Parameter Value
Simulation area 4,500 x 3,400 m
Node bandwidth 2 Mbps
Node velocity 0.5 ~ 1.5 m/s
Node transmit range 20 m
Message size 0.5 ~ 1.5 MB
Message TTL 3,600 s
Initial energy of node 10,000 mA*h
Energy expenditure per 
scan

10 mA*h

Transmit energy 
expenditure per sec

20 mA*h

4.2 A Comparative Study
Initially, Epidemic routing protocol depends extremely 
on the idea of repeating every message stored in a node 
to all nodes found in the contact area to ensure that the 
destination will receive the disaster message. Therefore, it 
generates a high congestion and need huge bandwidth and 
buffer. However, it has a higher probability for message 
delivery. Max Prop protocol is a flooding-based routing 
protocol which means that there is a multiple message 
waiting for opportunity to send to the destination. Max 
Prop decides which messages should be transmitted and 
which messages should be dropped out. Finally, SAW 
protocol makes a restriction on the quantity of message 
duplicates sent. Figure 3-5 are showing the results of com-
paring our proposed to the other state-of-art methods. 
Three main factors are used in the comparison: message 
delivery ratio, message transmission delay, and message 
overhead ratio. As shown in Figure 3, the proposed algo-
rithm outperforms the others in terms of delivery ratio. 
When the buffer size is between 10 to 30 MB, the delivery 
ratio is almost equal for the four algorithms. However, by 
increasing the buffer size, the delivery ratio for our pro-
posed algorithm is increased significantly compared to 
other algorithms. This is due to usage of genetic which 
has the advantage of predicting message paths in more 
accurate ways. As shown in Figure 4, the proposed algo-
rithm has the minimal message transmission delay than 
the others. It grows slowly by increasing the buffer size. 

The proposed routing algorithm achieves the optimiza-
tion through selecting the best path to send the message 
without losing time. Both Epidemic and Max Prop record 
the worst message delay while SAW has a second better 
performance after our proposed algorithm.

Figure 3. Delivery ratio vs. buffer size.

Figure 4. Delay time vs. buffer size.

Figure 5. Overhead ratio vs. buffer size.

As illustrated in Figure 5, the SAW achieved the 
best performance in terms of message overhead ratio. 
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However, SAW works on forwarding the message to the 
destination node instantly in contrary to Epidemic, Max 
Prop, and the proposed algorithm which they have several 
copies to send. Despite of this advantage to SAW, there is 
a minor improvement compared to the proposed algo-
rithm. As depicted in Figure 5, the proposed algorithm is 
dramatically outperformed both Epidemic and MaxProp. 
Moreover, we plan to refine the proposed algorithm to 
be suitable for more challenging environments, such as 
throw box-equipped DTNs26, vehicular DTNs27.

5. Conclusion and Future Work
In order to increase message delivery ratio and reduce 
overhead in MONs, routes must be developed powerfully. 
However, most of the available classic routing algorithms 
lack some issues in terms of message delivery ratio, over-
head ratio, and delay time. In this study, a novel routing 
algorithm that based on a genetic approach is proposed. 
The simulation results shows that proposed algorithm 
outperform all of state-of-art routing algorithms for 
DTNs in terms of both message delivery ratio and delay 
time. The proposed algorithm achieves the second best 
message overhead ratio behind SAW because it just for-
wards message to the destination node in the wait phase. 
In the future, we look to achieve the best performance in 
message overhead ratio by improving the optimization 
technique of the proposed algorithm.
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