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1.  Introduction

Cloud service is famous in the global world because it 
reduces the cost to access the application, for a massive 
amount of data from anywhere in the world via internet. 
All over confidential data can be accessed fromremote 
location over internet. Cloud computing mechanism 
provides many facilities to the client. The concept of easy 
delivery model make the cloud computing more attractive. 
The different types of cloud services are private cloud, 
public cloud and community cloud. The cloud computing 
technique helps to transfer the data anywhere in anytime. 
The computer user believed that the massive development 
of cloud service market, which likely to accomplish 
between $150 billion and $222.5 billion respectively in 
2014 and 20151. In the entertained world all are spend the 
time in social network, web mail accessing the internet. 
The corporate companies trusted the third parties for 
designing cloud services, so it is a challenging task about 
security of the data. Now large amount of barrier in the 
security system and there is a question how to mitigate 
the security issue using encryption method to implement 
the data transfer in cloud.

2.  Cloud Computing Architecture

Cloud computing is a model of network where machine 
with moderate data and application with connected a 
local computing device like that tablet, PC and smart 
phone. The application software and information can 
store through the internet. The Figure 1 describes the 
model diagram of cloud computing.

Figure 1.    Architecture of cloud computing.

In this illustration, cloud computing service model 
are showing inside the picture such as desktop, laptop, 
tablet are similar to the client to obtain service from the 
cloud. Cloud computing make available a shared pool of 
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configurable IT sector on require, which necessitate least 
effort of administration to get improved service.

3.   Cloud Computing Deployments 
Model

There are three primary deployment models for cloud 
computing environment. There are three service model 
available in cloud computing given below,

Figure 2.    Cloud deployment model.

3.1 Private Cloud
The private cloud operated only in specific organization. It 
is managed by solely or third party. Private clouds are very 
safe and secure than the public cloud. It is managed only 
by authorized person. It access in a single organization. 
Private cloud establishes aims to clear many of the 
objections concerning in cloud computing security. The 
private cloud system is implemented carefully contained 
by the corporate firewall.

3.2 Public Cloud
The public clouds are used by world wide public such as 
email and social network sites. In public cloud large amount 
of data travellingpublicly, it is ultimately scalable. Tiny 
to huge corporate and government entities use services 
provided in the public cloud. Public clouds can also 
usually deploy greatly quicker and with more scalability 
and convenience. Provisioning of communications and 
services is easy.

3.3 Community Cloud
Community cloud is shared by several organizations. 
Those specific communities whether manage internal 
organization or by third parties4.

4.  Service Delivery Models

Cloud computing engaged with three various service   

models2, Software-as-a-Service (SaaS), Platform-as-a-
Service (PaaS) and Infrastructure-as-a-Service (IaaS). 
These three models are accomplished by client and these 
structure are encapsulates to client. Cloud computing is 
internet based working technology environment, where 
shared information as a service to user. SaaS, Paas, IaaS 
models are provide service over the network3.

Figure 3.    Cloud computing service model.

4.1 Software as a Service (SaaS)
In Software as a Service (SaaS) customers can access the 
application and data bases. SaaS provider commonly 
claims the cost via subscription fee. Software is maintain 
by developers5. Example: ZenDesk, Zohooffice, salesforce.
com and Twitter.

4.2 Platforms as a Service (PaaS)
In this model (PaaS) delivers the platform classically 
in data base and web server. Application developer 
individually create the solution were (PaaS) model 
without the cost. Developed inscalability of deployment 
software. In conclusion (PaaS) is helpful developer wish 
to computerize testing and deployment service eg: Force.
com, window azure.

4.3 Infrastructures as a Service (IaaS)
Infrastructure as a service is helpful to delivering cloud 
computing infrastructure storage and server in procession 
of business demo are anything infrastructure as a service 
id needed. Example: Flexi scale, Rack space, server path.

5.  Conclusion

The paper discusses about cloud computing basic model, 
type and services. The cloud computing technology is less 
expensive for the organizations to maintain the entire 
resources in remote location. It is best way to blow out 
the data and it became easy to access the resource from 
longer distances. The limitation of the cloud is security. 
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It is difficult to maintain backup where the data stored in 
cloud.
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